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SixXS 
SixXS accommodates an enhanced version 

 of a tunnel broker to assist 
 LIRs in having a rapid IPv6 deployment 

 in their organisation by providing a native 
 and tunneled IPv6 broker, 

 giving IPv6 access to their clients even though client 
hardware doesn’t support IPv4. 

-  We are still looking for participating LIRs 
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Contact Info 
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Points of Presences 
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Cybernet AG 
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HeaNet 
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AMS-IX 
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Concepts ICT 
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CyberComm 
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IPng 
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SixXS Toolkit 
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User Signup 
User Signup 

Tunnel Request 

Tunnel Approval 

Configure Tunnel by Hand 

User Approval 

Enable Tunnel 

Subnet Approval 

Subnet Request 
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User Signup 
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User States 
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User States 
AS = Admin State

1 User requests an account (Signup) using nichdl user->request(nichdl);
Whois is fetched, user is sent mail with verify code.

2 User verifies using his/her verifycode user->verify(nichdl, verifycode);
Compare codes, mail admin and user that the request is under admin evaluation.

3 Admin approves this user. user->approve(nichdl);
Password is generated + mailed to user.

4 Admin disables user. user->disable(“Reason”);
User gets disabled, user gets mailed with the reason.

5 Admin enables user. user->enable(“Reason”);
User gets enabled, user gets mailed with the reason.

6 User or Admin delete user. user->destroy(“Reason”);
User + tunnels + all get destroyed, user gets mail with reason.

T Timeout user->timeout(“Reason”);
User request times out, gets mail and gets destroyed.

R Admin changes Allow_Request user->allow_request(bool);
Changes state so that a user is allowed to request tunnels or not.

M Admin changes Allow_Mod user->allow_modify(bool);
Changes state so that a user is allowed to modify tunnels or not.
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Email: User Request 
From: SixXS Staff <info@sixxs.net> 
To: Jeroen Massar <jeroen@unfix.org> 
 
Dear Jeroen Massar, 
 
Somebody (probably you) has requested an account with the SixXS project. 
If you feel that this mail was sent to you without your consent, please 
reply to this mail at <info@sixxs.net>, and the SixXS Staff will try to 
figure out what went wrong. 
 
An account has been created for you but you will have to verify that this 
e-mail address is functional by visiting the URL below. This will ensure  
that you have read this mail and that your e-mail address is valid. 
After this happens, the SixXS Staff (Humans!) will verify that the supplied 
information is indeed correct and manually enable your account. This can 
take up to 7 days, so please be patient. 
 
To verify your account and hand over this request to the SixXS Staff, 
please follow this link: 
  http://www.sixxs.net/signup/verify/?vcode=f14c7f184bae92cadb3840039ebea009 
 
If you do not acknowledge this e-mail within 24 hours, the request will be 
canceled and you will be removed from the database at SixXS. 
 
Regards, 
  The SixXS tunnelrobot. 
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Email: User Rejection 
From: SixXS Staff <info@sixxs.net> 
To: Dariusz Sowinski <test@ipng.nl> 
 
Dear Dariusz Sowinski, 
 
The SixXS staff has experienced a problem verifying the account information 
you specified during your signup (or the information that was extracted from 
the whois database using the person-object you specified). 
 
The reason specified was: 
  Free email addresses are not allowed 
 
The result is that your account has been destroyed. If you feel that this is 
beyond your control, please reply to this message at <info@sixxs.net>. 
If you reply, please be as complete as possible, paste your person object 
in the e-mail and tell the staff what you think went wrong. 
 
If you have determined that the error is on your part, kindly fix the 
situation and then simply re-apply. 
 
Regards, 
  The SixXS tunnelrobot. 
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Email: User Signup Approve 
From: SixXS Staff <info@sixxs.net> 
To: Jeroen Massar <jeroen@unfix.org> 
 
Dear Jeroen Massar, 
 
You have succesfully completed the user registration at SixXS. Your 
account has been verified and the SixXS Staff have approved the 
information you have supplied. You can now log in to the website with 
the following credentials: 
 
  Username   : JRM1-6BONE 
  Password   : TKvp22B8 
  Secure URL : https://www.sixxs.net/home/ 
 
Please try to use a secure web connection whenever logging into the 
website for maintainance. If this is not possible for some reason, you 
can also use the non-encrypted version of the site: 
  Normal URL : http://www.sixxs.net/home/ 
 
You should change your password on a regular 
basis (now is a good time to change it). Please look carefully at your 
information supplied on the website, and change anything that seems out 
of order. You can contact us <info@sixxs.net> by replying to this email. 
 
Regards, 
  The SixXS tunnelrobot. 
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Email: User Password Reset 
From: SixXS Staff <info@sixxs.net> 
To: Jeroen Massar <jeroen@unfix.org> 
 
Dear Jeroen Massar, 
 
Your password has been reset. You can now login again to the website with 
the following credentials: 
 
  Username   : JRM1-6BONE 
  Password   : 8Nhd6TdJ 
  Secure URL : https://www.sixxs.net/home/ 
 
Please try to use a secure web connection whenever logging into the 
website for maintainance. If this is not possible for some reason, you 
can also use the non-encrypted version of the site: 
  Normal URL : http://www.sixxs.net/home/ 
 
You should change your password on a regular 
basis (now is a good time to change it). Please look carefully at your 
information supplied on the website, and change anything that seems out 
of order. You can contact us <info@sixxs.net> by replying to this email. 
 
Regards, 
  The SixXS tunnelrobot. 
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Email: Tunnel Request 
From: SixXS Staff <info@sixxs.net> 
To: Pim van Pelt <pim@ipng.nl> 
 
Dear Pim van Pelt, 
 
You have requested a tunnel with the SixXS project. The information is: 
  POP Name     : nlbrd01 (nl.concepts [AS12871]) 
  Your IPv4    : 213.136.9.81 
  Your Location: Ede, nl 
 
The SixXS admins have been notified of your request and will act upon 
it shortly. 
 
Regards, 
  The SixXS tunnelrobot. 
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Tunnel States 

1 TUS = ’E’
TAS = ‘E’

TUS = ’D’
TAS = ‘E’2TUS = ’D’

TAS = ‘R’

4

3

TUS = ’D’
TAS = ‘D’

5
5

6

TUS = Tunnel UserState
TAS = Tunnel AdminState

1 User requests tunnel tunnel->request(nichdl, pop_id, ipv4_them, do_sendmail);
Add tunnel, notify admin of request, tell user to wait for evaluation.

2 Admin approves tunnel request tunnel->approve(tun_id);
Calculate next free prefix + device, mail user

3 User enables tunnel tunnel->user_state(“enabled”);
4 User disables tunnel tunnel->user_state(”disabled”);
5 Admin disables tunnel tunnel->admin_state(“enable”);
6 Admin enables tunnel tunnel->admin_state(“disable”);
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Email: Tunnel Approval 
From: SixXS Staff <info@sixxs.net> 
To: Miiro T. Juuso <test@ipng.nl> 
 
Dear Miiro T. Juuso, 
 
The SixXS Staff have honored your request for a tunnel with the following 
specifications: 
------- 
  POP Name     : nlams01 (nl.concepts [AS12871]) 
  Your Location: Rovaniemi, fi 
  SixXS IPv6   : 3ffe:4007:300:1::1/64  
  Your IPv6    : 3ffe:4007:300:1::2/64 
  SixXS IPv4   : 213.197.27.252 
  Your IPv4    : 212.213.80.139 
------- 
 
Please set up this tunnel and make sure you can ping6 the SixXS endpoint 
within reasonable time (eg, 7 days). We will start monitoring this tunnel 
as soon as you enable it via the webinterface. We will record any downtime 
on your side. 
 
Visit your home on the website and enable the tunnel before using it. 
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Email: Tunnel Rejection 
From: SixXS Staff <info@sixxs.net> 
To: Mariusz Wozniak <test@ipng.nl> 
 
Dear Mariusz Wozniak, 
 
The SixXS Staff have discussed your request regarding a tunnel but have 
decided not to approve this request. 
 
The reason specified was: 
  Latency is too high, it needs to be far below 100ms 
 
If you feel that this tunnel was rejected in error, or want to discuss 
the reason with the SixXS staff, please reply to this message. Otherwise,  
no other action is required on your part. Please visit your home on the  
website for more information and options regarding your account. 
 
Regards, 
  The SixXS tunnelrobot. 
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Email: Subnet Request 
From: SixXS Staff <info@sixxs.net> 
To: Pim van Pelt <pim@ipng.nl> 
 
Dear Pim van Pelt, 
 
You have requested a tunnel with the SixXS project. The information is: 
  POP Name     : nlbrd01 (nl.concepts [AS12871]) 
  Your IPv4    : 213.136.9.81 
  Your Location: Ede, nl 
 
The SixXS admins have been notified of your request and will act upon 
it shortly. 
 
Regards, 
  The SixXS tunnelrobot. 
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Email: Subnet Approval 
From: SixXS Staff <info@sixxs.net> 
To: Stanislaw Kulczycki <test@ipng.nl> 
 
Dear Stanislaw Kulczycki, 
 
The SixXS Staff have honored your request for a subnet on the following 
tunnel: 
------- 
  POP Name     : nlams02 (nl.intouch [AS8954]) 
  Subnet IPv6  : 3ffe:8114:2000:1400::/60 
  Routed to    : 3ffe:8114:1000::32f/127 
  Your IPv4    : 217.99.138.67 
------- 
 
No other action is required on your part. Please visit your home on the  
website for more information and options regarding this tunnel. 
 
Regards, 
  The SixXS tunnelrobot. 
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Email: Subnet Rejection 
From: SixXS Staff <info@sixxs.net> 
To: gourdeau sylvia <test@ipng.nl> 
 
Dear gourdeau sylvia, 
 
The SixXS Staff have discussed your request regarding a subnet but have 
decided not to approve this request. 
 
The reason specified was: 
  Latency is too high 
 
If you feel that your request was rejected in error, or want to discuss 
the reason with the SixXS staff, please reply to this message. Otherwise,  
no other action is required on your part. Please visit your home on the  
website for more information and options regarding your account. 
 
Regards, 
  The SixXS tunnelrobot. 
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Credit Plan 
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Credit List 
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Login 
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User Home 
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User Information (console) 
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User Information 
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User Log 
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View Log (console) 
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Tunnel Information 
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Tunnel Information (console) 
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Tunnel Statistics 
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Traffic Statistics 
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Subnet Information 



SixXS Internals 

Route Information (console) 
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Request Tunnel 
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Request Tunnel 
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Subnet Request 
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Change Password 



SixXS Internals 

sadmin (SixXS Admin) 
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sadmin 



SixXS Internals 

sadmin 



SixXS Internals 

Finding users 
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POP sync 
•  # SixXS POP dump generated on 2003-02-24 15:16:46 

•  # POP configuration 
•  pop_name nlams03 
•  pop_ipv4 193.194.136.70 
•  pop_ipv6 3ffe:3000:: 
•  pop_subnetprefix 3ffe:3000::/24 
•  pop_tunnelprefix 3ffe:30ff:a1ad::/48 
•  pop_tunneldevice gif 
•  pop OK 
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POP sync 
# Tunnel configuration 
# Currently there are 10 tunnels. 
# Syntax of the 6in4 command is: 
# 6in4 <devicesequence> <ipv6_us> <ipv6_them> <ipv4_us> <ipv4_them> {up|disabled|down} 

<heartbeat_password> 
 
# handle DW5715-RIPE - Dirk-Jan Wemmers - dirkjan@capcave.com 
6in4 6 3ffe:30ff:a1ad:c5::1 3ffe:30ff:a1ad:c5::2 64 193.194.136.70 217.198.192.109 enabled 
 
# handle IRA3-RIPE - Infonet Ripe Admin-c - ripe-admin-c@infonet-europe.net 
6in4 7 3ffe:30ff:a1ad:c6::1 3ffe:30ff:a1ad:c6::2 64 193.194.136.70 195.206.64.244 enabled 
 
# handle JW6245-RIPE - Jeroen Wolff - jwolff@enertel.nl 
6in4 1 3ffe:30ff:a1ad:c0::1 3ffe:30ff:a1ad:c0::2 64 193.194.136.70 213.218.66.10 enabled 
 
# handle MAS74-RIPE - Maurice A. Sienema - sienema@io.nl 
6in4 10 3ffe:30ff:a1ad:c9::1 3ffe:30ff:a1ad:c9::2 64 193.194.136.70 81.17.46.242 enabled 
 
# handle NMR1-RIPE - Niels Raijer - niels@nl.demon.net 
6in4 4 3ffe:30ff:a1ad:c3::1 3ffe:30ff:a1ad:c3::2 64 193.194.136.70 195.11.244.60 enabled 
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POP sync 
# Routes 
# Currently there are 10 routes. 
# Syntax of the route command is: 
# route <prefix/prefixlen> <nexthop> {up|disabled|down} 
 
# handle DW5715-RIPE - Dirk-Jan Wemmers - dirkjan@capcave.com 
route 3ffe:30c5::/32 3ffe:30ff:a1ad:c5::2 up 
 
# handle IRA3-RIPE - Infonet Ripe Admin-c - ripe-admin-c@infonet-europe.net 
route 3ffe:30c6::/32 3ffe:30ff:a1ad:c6::2 up 
 
# handle JW6245-RIPE - Jeroen Wolff - jwolff@enertel.nl 
route 3ffe:30c0::/32 3ffe:30ff:a1ad:c0::2 up 
 
# handle MAS74-RIPE - Maurice A. Sienema - sienema@io.nl 
route 3ffe:30c9::/32 3ffe:30ff:a1ad:c9::2 up 
 
# handle NMR1-RIPE - Niels Raijer - niels@nl.demon.net 
route 3ffe:30c3::/32 3ffe:30ff:a1ad:c3::2 up 
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Latency Checks 
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Traffic Service 
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SixXS Toolkit (repeat) 
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Users 
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Tunnels 
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Wealth 
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Questions? 

 
http://www.sixxs.net 

 

Jeroen Massar 

JRM1-RIPE 

 jeroen@unfix.org / jeroen@sixxs.net 

 


