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Hacktic

1989 - Galactic Hacker Party (GHP)

1993 - Hacking at the End of the Universe (HEU)
1997 - Hacking In Progress (HIP)

2001 - Hackers At Large (HAL)

2005 - What The Hack (WTH)

2009 - Hacking at Random (HAR)

2013 - Observe. Hack. Make. (OHM)

2017 - Still Hacking Anyway-(SHA)
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Hack-Tic komt naar je toe deze zomer!
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Group Switzerland OWASP Switzerland
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SECURITY TRU

Mission

Operations Security Trust (or "Ops-T") forum is a highly vetted community of security professionals focused on
the operational robustness, integrity, and security of the Internet. The community promotes responsible action
against malicious behavior beyond just observation, analysis and research. Ops-T carefully expands
membership pulling talent from many other security forums looking for strong vetting with in three areas:

1. sphere of trust,
2. sphere of action;
3. the ability to maintain a "need to know” confidentiality.

Operations Security Trust (or "Ops-T") members are in a position to directly affect Internet security operations
in some meaningful way. The community's members span the breadth of the industry including service
providers, equipment vendors, financial institutions, mail admins, DNS admins, DNS registrars, content hosting
providers, law enforcement organizations/agencies, CSIRT Teams, and third party organizations that provide
security-related services for public benefit (€ .g. monitoring or filtering service providers). The breadth of
membership, along with an action plus trust vetting approach creates a community which would be in a position
to apply focused attention on the malfeasant behaviors which threaten the Internet.

Members:

o will be privy to lists of infected IP addresses, compromised accounts, bot c&c lists and other data that
should be acted upon.

o are expected to take appropriate action within their domain of control.

o are expected to contribute data as appropriate and in a fashion that does not violate any laws or
corporate policies.
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Description The Traffic Light Protocol - or short: TLP - was designed with the objective to create a favorable classification scheme for 18 'n
sharing sensitive information while keeping the control o s distribution at the same time 19 v tipwhite 3 adminGadmintest 2016-03-07 Low CILY =
Version
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Enabled Yes able 20 v CUDESO ORGNAME tp:white 3 adminGadmintest 2016-03-25 Low cam ’
21 A
. x c tp:white | TYpS:OSINT, 8 adminGadmintest 20160213 Medum iCAE , o
22 I
23 x tprwhite | TYBEOSINT 0 scam ?
Filter
Tag Expanded Events Tag Action

tip:red (TLP:RED) Information exclusively and directly given to (a group of) Individual recipients. Sharing ~

outside is not legitimate.

tip:amber (TLP:AMBER) Information exclusively given to an ization: sharing limited within the TLP:AMBER O
organization 1o be effectively acted upon
tip:green  (TLP:GREEN) Information given to a community or a p of organizations at large. The information TLP:GREEN JR%;
cannot be rhlf)l Cly released
tip:white  (TLP:WHITE) Information can be shared publicly in accordance with the law. 3 TLP:WHITE | ©
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Mission

Operations Security Trust (or "Ops-T") forum is a highly vetted community of security
professionals focused on the operational robustness, integrity, and security

of the Internet. The community promotes responsible action against malicious
behavior beyond just observation, analysis and research. Ops-T carefully

expands membership pulling talent from many other security forums looking

for strong vetting with in three areas:

* sphere of trust;
* sphere of action;
* the ability to maintain a "need to know" confidentiality.

Operations Security Trust (or "Ops-T") members are in a position to directly affect
Internet security operations in some meaningful way. The community's members
span the breadth of the industry including service providers, equipment

vendors, financial institutions, mail admins, DNS admins, DNS registrars,

content hosting providers, law enforcement organizations/agencies, CSIRT
Teams, and third party organizations that provide security-related services

for public benefit (e.g. monitoring or filtering service providers). The

breadth of membership, along with an action plus trust vetting approach
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